DNS configuration
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Webforwarder to 	37.148.162.5:8081


Stunnel config file

[https]
accept =  37.148.162.5:8081
connect = 37.148.162.5:8247
cert = coacheducationrestyled.be2018.pfx

Accepting on		37.148.162.5:8081
Connecting to		37.148.162.5:8247


EWB webserverconfiguration
[image: ]

Webserver listening on  37.148.162.5:8247

	

Start Stunnel

[image: ]
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When starting Stunnel the certificate is loaded without errors and the private key check succeeded

Service [https] is bound to 37.148.162.5:8081

SO LOGICALLY SPOKEN THE CONFIGURATION LOOKS OK !!

When I open a browser and want to start www.coacheducation.restyled.be 

[image: ]

The connecyion does not succeed and I see the following info in the log window:

[image: ]


What can be the problem here.

[bookmark: _GoBack]And the weirdest thing is that I managed to make a few secured connections ( so this configuration did wordk) and all of a sudden this doen not work anymore.

!  I need help !!!!
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32 107 (nain]: Rumning on Vindove € 1 I
32 I0G7[nain]: Wo linit detected for the nuber of clients

32 I0GS[nain]: stunnel §.44 on xB6-pe-asve-1500 platforn

32 I0G5[nain]: Compiled/running vith OpenSSL 1.0°2a-fips 2 Nov 2017

32 I0GS(nain]: Threading VIN3Z Sockets SELECT.IPvé TLS ENGINE,FIPS,OCSE, ESK,SHI

32 T0G7[nain]: errmo. (s erzno())

32 T0G7[ui): GUI nessage loop initialized

32 I0G7[nain] . Running on Vindovs 6 1

32 I0GS[nain]: Reading configuration froa file stunnel conf

32 I0GS(nain]; UTE-8 byte order nark detected

32 I0GS(nain]: EIFS node disabled

32 I0G7[nain]: Compression disabled

32 10G7(nain]: Snagged 64 randon bytes fron C:/ rnd

32 I0G7[nain]: Vrote 1024 new randon bytes to C:/.rnd

32 I0G7[nain]: PRNG seeded successfully

32 I0G6(nain]: Initializing service [hitps]

32 I0G7[nain]: Ciphers. HIGH IDH:IaNULL:ISSLy2

32 I0G7[nain]: TIS options. 0x03000004 (+0x03000000, -0x00000000)

32 L0Gé[main]  Loading certificate and private key irom file: coscheducationrestyled be2018 pix
38 I0GS[nain]: Certificate and private key loaded from file: coscheducationrestyled be2018 pix
38 I0G7[nain]: Private key check succeedsd

38 L0GA[main] - Service [hitps] needs authentication to prevent NITH attacks

38 I0G5[nain]: Configuration successful

38 I0G7[nain]: Binding service [https]

38 L0G7[main]  Listening file descripior created (FD=408)

38 L0G7[nain]: Option S0 _EXCLUSIVEADDRUSE sot on acoept socket

38 [0G7[nain]: Service [https] (FD-408) bound to 37.148.162.5:8081

38 L0G7[cron]: Cron thread imtaalized

38 I0G6[cron]: Executing cron jobs

38 LoG6[cron]: Cron jobs complated in 0 seconds

38 L0G7[cron] : Wiaiting 86400 seconds.

34 I0G7[nain]: Found 1 ready file descriptor(s)

44 T0G7[nain]: FD=364 ifdsr-x ofds

44 I0G7[nain]: Service [https) accepted (FD=452) from 91.182.24.13:50065
44 T0G7[nain]: Creating a new thread

44 I0G7(nain]: New thread created

44 T0G7(0]: Service [https) started

44 T0G7[0]: Option TCP NODELAY set on local socket

41 T0G5[0]: Service [hitps] accepted commection from 91.182.24.13:50065
44 T0GB[0]: s_comnect: connecting 37148 162 5:8247

44 T0G7[0]: scomnect: s_poll vait 37.148.162.5:0247: waiting 10 seconds
44 T0G5[0]: =comnect: connected 37 148.162 5:8247

44 T0GS[0]: Service [https] comnected renote server from 37.148.162.5:51156
44 T0G7[0]: Option TCP_NODELAY set on reaote socket

44 10G7(0]: Remote descriptor (FD=472) initialized

44 T0GB[0]: SNI. sending servernane: 37.148.162.5

44 TOGB[0]: Peer certificate not required

44 T0G7(0]: TIS state (comnect): before/comnect imitialization

44 T0G7[0]: TIS state (comnect): SSLv2/v3 write client hello A

1 I0G7[nain]: Found 1 ready file descriptor(s)
44 I0G7(nain]: ED=364 ifds=r—x ofds

44 T0G7[nain]: Service [https] accepted (FD-488) from 91.182.24.13:50067
144 T0G7(nain]: Creating a new thread

44 I0G7(nain]: Wew thread created

44 TOG7[1]: Service [https] started

44 TOG7[1]: Option TCP NODEIAY set on local socket

44 T0GS[1]; Scrvice [https) accepted comnection from 91.182.24.13:50067
44 TOGE[1]: s_connect: connecting 37.148.162.5:8247

44 TOG7[1]: _connect: = poll vait 37.148.162 §:8247: waiting 10 seconds
44 TOGS[1]: s_comnect: comnected 37 148162 5:8247

44 TOGS[1]: Service [https] comnected remote server from 37.148.162.5:51157
44 T0G7[1]: Option TCP_NODEIAY sot on reaote socket

44 T0G7[1]: Remote descriptor (FD=508) imitialized

44 TOG6[1]: SNI. sending servernans: 37.148.162.5

44 TOGB[1]: Peer certificate not required

44 T0G7[1]: TIS state (comnect)  before/comnect initialization

44 TOG7[1]: TIS state (comnect): SSLv2/v3 vrite client hello A
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stunnel 5.44 on Win32

Fle Configration_Save Peer CeticateHelp

Running on Windows 6.1
Mo linit detected for the mumber of clients

stunnel 544 on x86-pe-nsve-1500 platfor

Conpiled/running vith OpenSSL 1.0 2n-fips 2 low 2017

Threading: VIN3Z Sockets: SELECT, IPvé TLS ENGINEFIPS.OCSP. PSK. SNI
errno («_errno())

GUI nessage loop imitislized

Running on Windows 6.1
Feading configuration from file stunnel conf

UTF=8 byte order nark detected

FIPS node disabled

Conpression disabled

Snagged 64 randon bytes from Ci/.znd

Urote 1024 new random bytes to C:/.rnd

PRIG seeded successiully

Initializing service [hitps]

Ciphers: HIGH: IDH: [aNULL; 1SSLy2

TLS opeions: 0x03000004 (+0x03000000, -0x00000000)

Loading certificate and private key fron file: coacheducationrestyled be2018 pfx
Cortificate and private key loaded from file. coacheducationrestyled bezDlf.pex
Private key check succeeded

Service (https] needs authentication to prevent MITH attacks

Configuration successtul

Binding service [https]

Listening file descriptor created (FD=408)

Option S0 EXCLUSIVEADDRUSE set on accept socket

Service [https] (FD=408) bound to 37 146 162 5-8081

Cron thread initialized

=lolx




